
Abstract: Error correcting codes are often implemented in
modern applications (Wi-Fi, NASA Deep space

communications, etc.) to correct errors introduced during
storage and transmission of digital information. However,

error correcting codes are also used in the latest
developments of quantum science and technology. In this

presentation, we discuss the basics of error correcting
codes and their use in the design of cryptographic

primitives that are conjectured to be resistant against
attacks deployed using quantum technologies. While this

talk will be introductory, we are also aiming to present
some trends in the field of code-based cryptography.
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